How do | update the Graph secret?
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To update the secret in Graph, you will need to go to the Microsoft Entra Admin Center. If logged into your
network, you can access the Admin Center (if you have Admin rights) at https://entra.microsoft.com.

1. Browse to Identity > Applications > App Registrations on the left. A list of your App registrations will
appear on the right.

2. Select the Graph App Registration for PoliteMail.

Microsoft Entra admin center L Search resources, services, and docs (G+/)
A

Home >
¥ Home . .
App registrations = - x
* Favorites e
= New registration @ Endpoints //’ Troubleshooting ":,:‘ Refresh i Download  [#3 Preview features Q'j Got feedback?
D Identity ~ ; -
All applications Owned applications  Deleted applications
® overview
J° Start typing a display name or application (client) IDto/filter these r... +7 Add filters
8 users ~
2 applications found
' Groups N
Display name T Application (client) ID Created on T Certificates & secrets
& Devices N “ APl registration 12/19/2022
3  applications S Graph AP 1/11/2023 @ Current

Enterprise applications

I App registrations

E| Protection A

3. Onthe right side of the screen, go to Certificates & Secrets.
4. Navigate to the Client Secret tab and click on 'New client secret'. Follow the prompts.

o We recommend an expiration of 365 days (12 months).
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5. Once the value is copied, please share the secret
with PoliteMail.

o PoliteMail will apply the new secret and
verify list expansion. is functional.

6. Once the new secret is verified, navigate back
to App registrations > Certificates and
Secrets for the app and remove the old secret.
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